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1
Decision/action requested

Approve the proposed updates to clause 7B.d of the living CR in [1].
2
References

[1]
3GPP, S3-194529, "Living CR for 5WWC"

 [2]

3GPP TS 33.501: "Security architecture and procedures for 5G system"

3
Rationale

The procedures in clause 7B.d of the living CR [1] needs the following corrections/clarifications:

· Correct the reference to procedures for untrusted non-3GPP access 

This document proposes changes to the normative text for the above.

4
Detailed proposal

*** 1st CHANGE***
7B.d Authentication for UE behind 5G-RG and FN-RG

A UE that is connected to a 5G-RG or FN-RG, can access the 5GC via the N3IWF or via the TNGF. 
A UE behind a FN-RG can use the untrusted non-3GPP access procedure as defined in TS 23.502[2] clause 4.12.2.2 to access the 5GC via the N3IWF. 

A UE behind a 5G-RG can use either the untrusted non-3GPP-access as defined in TS 23.502[2] clause 4.12.2.2, or trusted N3GPP-access as defined in TS 23.502 [2] clause 4.12a.2.2.

When the UE uses untrusted non-3GPP access, the authentication of the UE is as specified in clause 7.2.1.

When the UE uses trusted non-3GPP access, the authentication of the UE is as specified in clause 7A.b.x. 
*** END OF CHANGES***

